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AppRiver Cyberthreat Index for Business, Q2 2019, based on national survey of 1,035 
small-to-medium sized business leaders and IT decision makers

Cybercriminals’ tactics are so ubiquitous that American 
businesses fear nothing is safe, not even grandma’s photos!!

April 25 8:40 AM

A more immediate vulnerability could be unsecure  
data storage among SMBs.

Cyberthreat Index for Business Q2, 2019.

Where is your most confidential  
and important data stored?

A whopping 84% of all small-to-medium-sized 
businesses (SMBs) are concerned about workplace 
social media usage as a cybersecurity risk.

Not exactly...

Over half of all SMBs are willing to pay a 
ransom to recover breached or stolen data. 

Sounds like the SMBs’ data must be pretty 
unimportant, they won’t care if they are hacked, 
right?
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Respondents were given options to choose from none, one or two  

social media platforms that concern them most as a cybersecurity risk

Scored on a 100-point scale, SMBs in America 
currently perceive a high level of cyberthreats 
and vulnerability.

On multiple unsecure locations 
including laptops, phones, 
devices, in employees’ homes

All SMBs Large SMBs 39% Large 
SMBs say 

they would 
pay ransom at 
“almost any 

price” 

Too busy to know  
where data is stored
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Your Latest Cyberthreat:  
Social Media
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